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1. **总则**
2. 为规范深圳市大数据平台（以下简称“大数据平台”）应用管理、运维管理工作，确保大数据平台服务安全、集约和高效，结合大数据平台实际情况，制定本办法。
3. 本办法适用于大数据平台管理部门、大数据平台运营单位、大数据平台运维团队、大数据平台使用部门（以下统称“各部门”）在大数据平台中的使用、运营、运维、安全、应急、绩效评价、资源处置等全过程管理工作。
4. **平台应用管理**
5. 各部门根据本部门职责与需求，需要使用大数据平台资源或变更使用需求，应按照《大数据平台使用指引规范》进行大数据平台的账户申请操作。
6. 各部门申请的管理员账户，按照“谁运行谁负责，谁使用谁负责”的原则，自行进行大数据平台账户维护工作，对账户分配、账户安全、账户密码等进行严格管控，各部门用户分配完账户后，及时修改密码，严禁使用初始密码及弱口令密码。
7. 各部门申请大数据平台资源时，应按需进行合理的资源评估，且按照《大数据平台使用指引规范》进行资源申请填报，大数据平台管理部门须对各部门申请的资源进行评估，评估通过后进行资源发放工作。
8. 各部门在大数据平台使用过程中进行资源动态调整时，须对当前资源进行合理评估后提出需求变更由请，按照《大数据平台使用指引规范》进行资源变更填报，大数据平台管理部门须对各部门大数据平台资源进行评估，评估通过方可进行资源变更工作。
9. 各部门数据接入应严格遵循《政务数据安全管理办法》的相关要求，确保政务数据接入的合法性、正当性和必要性，应当采取必要的安全管控措施，确保环境、设施、人员等安全可控。
10. 各部门数据共享应参照政务数据共享安全指引，按要求做好数据共享需求的提出与审核，保障数据共享实施安全。
11. **平台运维管理**
12. 应建立大数据平台运维管理机制，形成系统咨询、运行维护、系统巡检、平台优化、系统推广、用户培训全流程的运维管理机制。
13. 应每日进行系统巡检，包含服务器状态检查、应用运行状态检查、网络稳定性检查、数据库运行状态检查、系统中间件状态检查等。
14. 应定期收集大数据平台运行使用过程中的用户意见并进行评估，按照评估结果定期进行平台功能性优化，保障系统稳定性、体验性以及系统的安全性。
15. **平台安全管理**
16. 大数据平台建设应达到等保三级的要求，制定安全基线检查计划，定期对大数据平台各应用系统、数据存储系统、数据库等进行安全基线配置检查，至少每半年进行一次检查，发现安全配置问题及时整改。
17. 应定期对大数据平台进行漏洞扫描、应用系统日志汇聚分析、数据安全巡检等安全保障运营工作，保障深圳市大数据平台应用安全、数据安全。
18. 各部门应做好本部门人员在大数据平台中的操作使用行为、数据使用管理，提前做好相关数据在重大安全事故中的保障措施，维护大数据平台及其政务数据的安全性和保密性。
19. 各部门应做好本部门数据源安全管理，与大数据平台对接前，应做好数据源的安全检测工作，原则上接入大数据平台的数据源应统一出口，降低数据泄露风险。
20. **平台应急处置**
21. 大数据平台管理部门应制定大数据平台的应急处置方案，构建平台运行保障体系和风险识别机制，从政策标准、组织建设、制度流程和技术支撑等方面进行体系规划设计。
22. 大数据平台使用部门应依照本平台应急处置方案，制定本部门应急处置方案，定期组织应急演练，落实日常监控预警，在发生故障或安全事件时，应当按照应急处置方案，及时开展应急处置，事件处置完成后，应分析事件发生原因，形成事件处置结果。
23. **平台资源申请与变更**
24. 各部门应按照“按需申请 动态调整”的原则，进行平台资源的申请、变更等资源处置工作。
25. 大数据平台使用部门应按照实际情况对大数据资源需求进行合理性评估，按需申请大数据资源。
26. 大数据平台使用部门应监控本部门大数据资源的使用情况，对现有资源进行扩容，对闲置资源进行缩容释放等资源变更。
27. 大数据平台管理部门应做好平台资源监控，监督大数据平台使用方做好资源的合理评估和使用。
28. **附则**
29. 本办法由大数据资源管理中心负责解释。